ADAPTIVE CURRICULUM

MediaPro’s new Adaptive Curriculum meets your training needs by giving you access to a rich, comprehensive library of proven security and privacy content ... in a form that you can easily customize to meet your needs. You’ll get all the benefits of our award-winning security and privacy training—including highly interactive screens and expert-reviewed content—in exactly the package you need to implement your training quickly and efficiently.

Here’s how it works: you review our library of security and privacy related topics; choose the topics your employees need to know; decide whether you want knowledge checks and graded assessments; and target a course length. You can build one long course, or several shorter courses. We’ll brand the courses with your logo, customize them with your policies and procedures, and implement them on your LMS.

The Content You Need

The following list indicates the breadth of the learning topics available in the onGuard Adaptive Curriculum; new topics are being added all the time. Each of these topics includes a learning objective, knowledge checks, and assessment questions.

- Understanding Threats
  - Types of Threats
  - Your Responsibilities in Security Threats
  - Physical Threats
  - Emergency Preparation
  - Securing Work Areas and Resources
  - Access Controls

- Safe Computing
  - Electronic Threats
  - Social Engineering Threats
  - Password Guidelines
  - Electronic Safeguards
  - Electronic Communications
  - Acceptable Use

- Safe Remote and Mobile Computing
  - Protecting Mobile Devices
  - Safe Computing Away from the Office
  - Connecting Securely to Networks
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Topics Continued...

- Social Networking
  - How Reputations Are Damaged
  - Social Networking Best Practices

- Protecting and Handling Data
  - Data Classifications
  - Data Storage and Retention
  - Data Transmission
  - System Backup

- Privacy Principles
  - Private Information
  - Privacy Principles
  - Safe Harbor
  - Privacy Responsibilities

- PCI Standard
  - The PCI Standard
  - 12 PCI DSS Requirements
  - PCI at the Point of Sale
  - PCI in the Back Office

- HIPAA/HITECH
  - Protected Health Information (PHI)
  - Using and Disclosing PHI
  - HITECH ACT Overview
  - Rights of Individuals
  - Security PHI
  - Business Associates Agreements
  - Enforcement and Breach Notification

Implementation Options:

**Buy** a “Best of Class” turnkey solution that can be fully operational in a matter of weeks. Add your own logo, company contact information, and include links to your policies and procedures.

**Personalize** your training experience by enhancing or deleting content within the course, add your own executive message, or include PDF documents and links to other supporting materials.

**Customize** course content to meet the specific and unique needs of your organization. This includes modifying or creating new pages (e.g., adding industry examples and case studies) or modifying existing voice-over and graphics. This solution is ideal for companies that have very specific needs.

**Access, Manage, and Track** - MediaPro’s courseware is SCORM and AICC complaint, which means that it can be easily integrated into your organization’s Learning Management System (LMS). Don’t have an LMS? MediaPro also provides affordable, secure, on-demand hosting services.

Pressed for Time?
All Adaptive Curriculum topic groups are also offered in condensed “Refresher” versions to best meet your training needs.

About: MediaPro
MediaPro is nationally recognized for producing award-winning, Web-based security and privacy training that reduces risk and improves employee compliance. In addition to the onGuard line of training for general security and privacy awareness, MediaPro also develops custom security and privacy e-learning courseware. MediaPro has won over 100 prestigious awards for instructional excellence.